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1. Preamble 

 

• Jiostar India Private Limited (“Company”) believes in conduct of its affairs by its employee and 

associates, in a fair and transparent manner, by adopting the highest standards of 

professionalism, honesty, integrity and ethical behavior. 

• Towards this goal, the Company has adopted this Whistle Blower Policy (“Policy”) 

• The Policy lays down the mechanism & process that should govern the actions of the Company 

and its employee / associates, business associates, clients, vendors, ex-employees and third 

parties engaged by/with the Company. 

• The Policy is intended to cover concerns (actual or suspected), that may have an impact on 

Company. The whistleblower hotline should not be used to address routine or operational 

matters such as requests for IT assistance, building access, administrative issues, recruitments, 

taxation/ remuneration, etc. Concerns/complaints include, but are not limited to, actions that: 

o are not in line with Company policies contained in the Code of Business Conduct or 

elsewhere as intimated. 

o are unlawful / unethical 

o amount to improper conduct 

o affect the Company’s image in any adverse manner 

 

2. Objective 

 

The objective of this Policy is to: 

 

• To provide all persons engaged & dealing with the Company an avenue to raise concerns, in line 

with the commitment of Company to adhere to the highest possible standards of ethical, 

moral and legal business conduct and its commitment to open communication 

• To provide a framework to promote a secure and result oriented whistle blowing 

• To provide necessary safeguards for the protection of employees /associates from harassment or 

victimization, for raising concern in good faiths 

• To lay down procedures on how to report their suspicions about potential unlawful and 

unethical conduct, or breaches of Company Policy which include all aspects of criminal and 

other irregular conduct 

 

3. Applicability 

 

This Policy applies to all employees, the board of directors and associates of the Company & its 

subsidiaries.  

 

 Any actual or potential misconduct by any of the employees / associates of the Company & its 

subsidiaries, howsoever insignificant or perceived as such, would be a matter of serious concern 

for the Company, and will be dealt with under this Policy. 

 

4. Out of Scope 

 

• This mechanism should not be used for filing.  

• Questioning the financial or other business decisions taken by the management of the Company 

that do not involve wrongdoing or illegality. 

• Sexual harassment complaints (For these, you must write to ic@jiostar.com in accordance with 

the procedure set forth under the Prevention of Sexual Harassment (POSH) at Workplace Policy). 

 

 

 

mailto:ic@jiostar.com
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5. Definitions 

 

• “Whistle blower” mean any person who makes a protected disclosure under this Policy, 

including Employees, Associates, Directors, Business Associates and other third parties. 

• “Company” means Star India Private Limited. 

• “Employee” means every employee of the Company (whether working in India or abroad) 

• “Associate” means all contractual employees not employed on full-time basis or on Company 

payroll including interns, freelancers & other technicians. 

• “Director” means a member of the Board of Directors of the Company 

• “Business Associate” means statutory auditors or internal auditors or tax consultants or 

business advisors or financial advisors or legal advisors or any other outside professional 

engaged with the Company. 

• “Protected Disclosure” means any communication made in good faith that discloses or 

demonstrates information that may evidence unethical or improper activity 

• “Compliance Team” means a team comprising Senior Management personnel of the 

Company who are jointly responsible for receiving, considering, investigating & taking 

decisions/actions on the Whistleblowing complaints. 

• “Compliance Officer” means an officer of the Company who reports in to the Compliance 

Team & is in charge of receiving, managing & administering the various processes and 

mechanisms described under this Policy & providing assistance to the Compliance Team. 

 

6. How the mechanism will work 

 

• In order to maintain highest level of confidentiality, the Company has appointed an 

independent, 3rd party outsourced agency, Ethics Point Inc. (also called ‘Navex’) to operate 

the whistle blowing mechanism. 

• After a complaint is lodged by a person with the contact centre of Ethics Point Inc., it will then 

be forwarded to the Compliance Team to initiate further action. The reporter can choose to be 

anonymous if the he/she so desires. 

• The Compliance Team will decide upon the action to be taken, based on the facts provided by 

the whistle blower. 

• The Company will endeavour to investigate & address the concern raised as soon as possible. 

• The person reporting will be provided with a report key and will be asked to create a password 

for his/ her complaint. He / she must use it to log on to an Ethics Point portal (the link and 

details of which can be obtained from the contact centre, at the time of reporting the complaint) 

to check for any further information requirements from the Compliance Team and for status 

updates on the report submitted, if any.  

• Where the initial enquiry indicates that further investigation is necessary, the Compliance 

Team/ nominated sub-committee may appoint an external professional agency, or depute 

internal resources to investigate the matter further and 

• On case-to-case basis, the whistle blower may be informed of the outcome of investigation 

and of any actions taken. This will however depend on the sensitivity of the case and decision 

of the Compliance Team.  

 

7. Reporting channels 

 

Any person, who wishes to report a concern, may use any one of the following channels: 

 

• Ethics Hotline (Toll free number) 

o Dial 000-117. At the prompt dial 855-234-8393 

o This is 24/7/365 toll free number on which the person may call and report his concerns. 
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o The language option for reporting is English, Hindi, Marathi, Tamil and Kannada. 

o This hotline number is accessible to employees and all other third parties 

 

• Dedicated Whistleblower Portal/ Website: The agency appointed by the Company, 

i.e. Navex, has a dedicated portal/ website called ‘Ethics Point’, that is accessible 

24/7/365, for submitting complaints or reporting COBC or any other ethical violations. 

This portal/ website has the option to report complaints/ file reports anonymously. The 

portal/ website also contains the option to submit complaints/ reports in English, 

Hindi, Marathi, Tamil, Telugu, Kannada, Malayalam and Bengali languages. Any 

person who intends to report a concern or file a complaint may visit the portal/ website 

on the relevant hyperlinks described below: 
 

o For Employees:  

https://secure.ethicspoint.com/domain/media/en/gui/38773/index.html  

 

o For all other third parties (including Associates, vendors, customers, 

business partners, etc): 

https://jiostar-businesspartnersandothers.ethicspoint.com  

 

• Email: Any person, who wants to report a concern in writing, may also send an email to the 

orgcompliance@jiostar.com   

 

8. Guidance to reporting 

 

 Few points which should be kept in mind before or while reporting a concern: 

 

• Concerns should contain as much specific information as possible to allow for proper assessment of 

the nature and extent 

• The person reporting should not investigate or attempt to investigate the matter on his/her own. 

Company has formed various committees to take appropriate action against the complaints received 

• The person reporting does not have the right to participate in any investigative activities unless 

requested by the committee members and subject to disclosure of his / her identity 

• In case of reporting on website, whistle blower has to select a category to which the complaint 

belongs. A whistle blower may, based on his judgment, select the category which best fits the 

complaint. List of categories with illustrative complaints that will fit into these categories, has been 

tabulated below (table available in the following page): 

https://secure.ethicspoint.com/domain/media/en/gui/38773/index.html
https://jiostar-businesspartnersandothers.ethicspoint.com/
mailto:orgcompliance@jiostar.com
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9. Responsibility of employee / associate being investigated  

 

The employee / associate under investigation: 

 

• May or may not be informed of the allegations or investigation being carried out, depending on the 

sensitivity and seriousness of the issue; 

• Has duty to co-operate with Compliance Team /Compliance Officer/ nominated sub-committee 

members or other agencies/ officials during the course of investigation; 

• Will not withhold, destroy, delete or tamper evidence, in any form; 

• Will not threaten or intimidate the reporter or witnesses or interfere in the investigation; 

• Will be given an opportunity to respond to material findings contained in the investigation report 

unless there are compelling reasons not to do so; 

 

10. Confidentiality 

 

• All complaints received will be kept confidential and will be shared strictly on a ‘need to know’ 

basis 

• The whistle blower, the defendant, the Compliance Team/Compliance Officer / nominated sub- 

committee/ officers and everyone involved in the process shall: 

o Maintain complete confidentiality of the matter 

o Discuss only to the extent or with the persons required for the purpose of completing the 

process and investigations 

o Not keep the documents/evidences pertaining to the investigation unattended anywhere at 

any time 

o Keep electronic mails/files under password 

• Whistle blower’s identity will be disclosed only in following circumstances: 

o The person agrees to be identified 

o Identification is necessary to allow Company or law enforcement officials to investigate or 

respond effectively 

o Identification is required by law 

 

11. Protection of whistle blowers 

 

• If a person raises a concern under this Policy, he or she will not be at risk of suffering any 

form of reprisal or retaliation. Retaliation includes discrimination, reprisal, harassment or 

vengeance. 

• He/she will not be at the risk of losing her/ his job or suffer loss in any other manner like 

transfer, demotion, refusal of promotion, pay cut, lesser than normal pay rise per performance 

appraisal, reduced or holding back of bonus or the like including any direct or indirect use of 

authority to obstruct the whistle-blowers’ right to continue to perform his/ her duties/functions 

including making further protected disclosure, as a result of reporting under this Policy. 

• The protection is available provided that: 

o The communication/ disclosure is made in good faith; 

o He/she reasonably believes that information, and any allegations contained in it, are 

substantially true; and 

o He/she is not acting for personal gain 

 

12. False complaints 

 

 A person making allegations or providing information they know to be false may be subject to 

strict disciplinary actions, including suspension or termination of services or employment 
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contract. 

 

13. Accountability 

 

• This Policy may be modified by the Company unilaterally, at any point of time 

• Modification may, amongst other reasons, also be necessary to ensure compliance with local, 

state, central and international laws or to accommodate organizational changes within the 

Company 

 

14. Document Retention 

 

• Company shall maintain appropriate documents for all the complaints received through 

whistle blowing mechanism and the action taken against them 

• Reports will be prepared for all complaints received noting the type of complaint, channel 

used, action taken, etc. 

• All such documents and reports will be retained by the Company for the period of time 

prescribed by applicable laws and Company’s document retention policies. 

 

 

******************** 

 

(FAQ section follows) 
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Frequently Asked Questions 
 

“Jiostar Ethics Hotline”, also called ‘Navex Ethics Point’, is the ethics hotline/ portal of Jiostar India 

Private Limited (hereafter referred to as the “Company”), that can be used confidentially and, either 

anonymously or on disclosed basis, to report an activity that may involve conduct which is illegal, 

unethical, in violation of professional standards, or otherwise inconsistent with the Code of Business 

Conduct. Following are a set of answers developed to respond to FAQ’s that may be raised about 

the hotline. 

 

1. What is the “Whistleblower Policy”? 

 

This Whistleblower Policy has been put in place to encourage the reporting of concerns (actual 

or suspected), that may have an impact on the Company. Concerns/complaints include, but are 

not limited to, actions that: 

 

(i) are not in line with Company’s policies contained in the Code of Business Conduct or 

elsewhere as intimated or applicable, as the case maybe, from time to time 

(ii) are unlawful / unethical 

(iii) amount to serious improper conduct 

(iv) affect the Company’s image in any adverse manner 

 

2. Does management really want me to report?  

  

 We certainly do. In fact, we need you to report. You know what is going on in our Company - 

both good and bad. You may have initial knowledge of an activity that may be cause for concern. 

Your reporting can minimize the potential negative impact on the Company and our people. 

Also, offering positive input may help identify issues that can improve corporate culture and 

performance.  

 

3. Does this Policy protect Complainants?  

 

 Yes, the Policy provides protection to Complainants from reprisal, retaliation, discrimination or 

any other adverse employment consequences as a result of their reporting any concerns specified 

under this Policy. 

 

4. Which concerns are not covered under this Policy? 

 

• Frivolous and bogus complaints; 

• Business and financial decisions taken by the Company that do not involve wrongdoing or 

illegality; 

• Any matter already addressed pursuant to disciplinary or other procedures of the Company; 

• Career related or other personal grievances. 

• Improper/inappropriate admin facilities 

• IT assets malfunctioning (laptops, printers, etc.) 

• Tax related queries 

• Recruitments/job openings 

• Sexual Harassment complaints 

 

5. Why does the Company have an ethics hotline?  
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 The ethics hotline is for use in a situation where a person does not feel comfortable using any of 

the usual channels of communication to raise a concern (e.g. to his immediate manager, HOD, 

HR), or where the person has reason to believe that using the typical communication and 

reporting channels has been, or would be, unsuccessful. It is for such circumstances we have 

partnered with Navex/ Ethics Point. We would rather have you report anonymously than keep 

information to yourself. 

 

6. Who operates the ethics hotline?  

 

The ethics hotline is operated by an independent third party called Ethics Point Inc., which 

provides confidential and, if so desired, anonymous hotline reporting solutions for organizations 

worldwide. It collects information from the reporter and then passes the report to the Company 

for follow-up and investigation. You can find out more about them at www.ethicspoint.com.  

 

7. Who can contact the ethics hotline? 

 

 Anyone internal (Board of directors, employees & associates) or external (clients, vendors, ex-

employees, business associates, any other third parties) to the Company & its subsidiaries can 

contact Ethics Helpline, either via telephone or via the website 

 

8. May I report using either the website or the telephone?  

  

 Yes. You can file a confidential report via either the telephone hotline or via the Internet. The 

link to the internet webpage is available in the Code of Business Conduct, as well as this 

Whistleblower Policy (see Section 7 of this Policy). 

 

9. When can I contact the ethics hotline?  

 

 You can contact the Ethics Hotline at any time via the internet, or by calling the toll-free hotline 

telephone number on 000-117. At the prompt dial 855-234-8393. The hotline is open 24 hours a 

day, 7 days a week, and 365 days a year. 

 

10. Can I make my report in my native language?  

 

You can submit a report in English, as well as in Hindi, Tamil, Telugu, Kannada, Malayalam, 

Marathi and Bengali languages. 

 

11. How does the Ethics Point hotline/ reporting mechanisms work? 

  

 In case of reporting via the portal/ website:  

  

 If you make a report via the website/ portal, you will be directed to the Ethics Point server, and 

the website/portal will prompt you to provide the information that is required to investigate a 

concern. You will be given the option to either remain anonymous or to provide your name and 

contact details. Once you have completed your report, a Report Key will be generated and 

provided to you, and you will be asked to create a password. Once a report is made/ submitted 

on the portal/ website, details of the report will immediately be forwarded to the Compliance 

Team of the Company, for necessary follow up and assessment. 

 

 In case of reporting via the telephone hotline: 

 

http://www.ethicspoint.com/
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 Your call will be answered in English (or any of the other regional languages in which support 

is offered, if chosen by you), by a qualified Ethics Point call-centre specialist. You will be given 

the option to either remain anonymous or to provide your name and contact details. Once you 

have provided all the requisite details for completing the submission of your report, you will be 

provided with a Report Key and you will be asked to create a password. Once a report is made/ 

submitted by the hotline support staff, details of the report will immediately be sent to the 

Compliance Team of the Company, for necessary follow up and assessment. 

  

 PLEASE DO NOT FORGET YOUR REPORT KEY AND PASSWORD IN ANY CASE. 

THERE IS NO WAY TO RETRIEVE IT AND YOU WILL HAVE TO FILE ANOTHER 

REPORT. 

 

12. How will I know what happens as a result of my report?  

  

 When you make a report via the website/ portal or the telephone hotline, as the case maybe, you 

will get an auto generated acknowledgment from Ethics Point directly. Depending on the 

complexity of the case, you may be asked for more details about the case in order for us to 

investigate the matter further. Please log on to the Ethics Point website with your Report Key & 

password to check for any additional requirements requested by the Compliance Team. 

The mechanism & outcome of the investigation will be determined by the Compliance Team & 

is independent of what the reporter suggests. If you chose to give your name and contact 

information, you may be contacted by the Compliance Team and/ or other appropriate personnel 

from the Company. It may be noted that by reporting a concern on the Ethics Hotline does not 

by itself make it eligible for investigation. Based on results of preliminary enquiry and judgement 

of the Compliance Team, a detailed investigation may be carried out of the concern reported. 

 

13. When will I receive a response to my report?  

 

 You will receive an auto generated response from Ethics Point as an acknowledgement of receipt 

of complaint. On case-to-case basis, you may be informed of the outcome of investigation and 

of any actions taken. This will however depend on the sensitivity of the case and decision of the 

Compliance Team. 

 

14. If I call the telephone hotline, will my call be recorded?  

 

 No. However, in order to create a report, the hotline support staff will take notes of your call. 

 

15. Can I make a report to the ethics hotline anonymously? If I identify myself, will my identity be 

kept confidential?  

 

 You do not have to identify yourself when you contact the ethics hotline either via telephone 

hotline, or make a report identity on the website/ portal, although we do encourage you to do so. 

We may be able to do a better job of investigating your concern if you let us know who you are 

and how to reach you. If you do provide your name or other identifying information, your identity 

will be treated as confidential. During the call, you will be asked whether or not you wish to 

remain anonymous. You will be given the option to: 

 

• Have your identity and contact information made available to the Company without 

restriction; or 

• Remain anonymous. 
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 However, you should note that it is not possible to guarantee absolute confidentiality in all 

circumstances. Disclosure to the Company or to law enforcement officials may be required in 

certain circumstances to investigate & respond effectively or when it is required by law. In 

addition, it is possible that someone could guess your identity from the circumstances in your 

report. You should not let these possibilities discourage you from reporting a concern. 

 

16. Is the telephone toll-free hot line confidential and anonymous too?  

 

Yes. You will be asked to provide the same information that you would provide via the Ethics 

Point website/ portal, and the hotline support staff will type your responses into the Ethics Point 

website/ portal directly. These reports have the same security and confidentiality measures 

applied to them during delivery. This will be anonymous as well. 

 

17. Is it possible that my hotline call can be traced back to me by using ‘Caller ID’?  

 

No. Caller identification is disabled for all incoming calls. 

 

18. It is my understanding that any report I send from a Company’s computer generates a server log 

that shows every web-site that my computer/ device connects with, and won’t this log identify 

me as a report originator?  

 

 Ethics Point does not generate or maintain any internal connection logs with IP addresses, so no 

information linking your computer/ device to Ethics Point is available. An internet portal never 

identifies a visitor by screen name and the Ethics Point system strips away internet addresses so 

that anonymity is totally maintained. In fact, Ethics Point is contractually committed not to pursue 

a reporter’s identity. If you feel uncomfortable making a report on your work company/ device, 

you have the option of using a computer/ device outside our work environment (such as one 

located at an Internet café, at a friend’s house, etc.) through the Ethics Point secure website/ portal.  

 

19. Where do these reports logged with the ethics hotline go? Who can access & respond to them?  

 

 Reports are entered directly on the Ethics Point secure server to prevent any possible breach in 

security. Ethics Point makes these reports available only to specific individuals within the 

Company (primarily from the Compliance Team) who are charged with evaluating the report, 

based on the type of violation and location of the incident. Each of these report recipients has had 

training in keeping these reports in the utmost confidence.  

 

20. What happens if a person due to receive a report is the subject of the concern?  

 

The Ethics Point system checks any name reported with the names/designations of those in the 

report distribution, and flags any possible conflicts. Where this occurs, the person named in the 

report will be removed from the recipient list for the specific report. Implicated parties are not 

notified or granted access to reports in which they have been named.  

 

21. I am not sure if what I have observed or heard is a violation of the Company’s policies, or involves 

unethical conduct, but it just does not look right to me. What should I do?  

 

 File a report. It is advisable to report the concern as the Compliance Team can independently 

review the same and arrive at a conclusion. 

 

22. Do I need proof that someone is doing something wrong before making a report?  



 

Page 14 of 14 
 

 

 We encourage you to report any legitimate, good-faith concerns, even if you do not have proof of 

wrong-doing. Of course, making intentionally false allegations through any channel is a serious 

legal matter. All reports submitted will be given careful attention by the Company. However, it 

is advised that you give in as much detail or proofs as possible while filing the report, so as to 

ensure a higher quality of investigation of the complaint. It is advisable to report the concern as 

the Compliance Team can independently review the same and conclude. 

 

23. Who can I contact if I have additional questions about the Company? 

  

 You can contact the Compliance Team by e-mailing to: orgcompliance@jiostar.com  

 

24. Should the complaint be limited to conduct in relation to business alone?  

 

 Yes, it must be concerning conduct in official capacity only. But if a wrongful act in personal 

capacity harms/may harm the interest of the Company or its stakeholders, such concerns should 

be reported. However, reporters are advised to exercise judgement in differentiating between 

personal & official issues. 

 

25. What can I do in case I am subjected to any form of reprisal, retaliation, discrimination or any 

other adverse employment consequences as a result of reporting any concerns specified under this 

Policy?  

  

 The Company advocates & endeavours that you are protected & do not face any form of reprisal, 

retaliation, discrimination or any other adverse employment consequences as a result of filing a 

report under this policy. However, in case you do, you must file another complaint under this 

Policy reporting any adverse behaviour that you have faced. This report will enable the 

administrators of the policy to take cognizance of any wrongdoing & to reinstate your 

employment conditions back to as it was before the complaint. 

 

26. Can I file sexual harassment complaints on this platform?  

 

 No, you cannot do so. This is because a separate committee has been constituted under the 

statutory provisions of the law to look into complaints of this nature. For sexual harassment 

complaints, you must email to: ic@jiostar.com  

 

27. What should I do, if while reporting a concern through website, I am unable to identify the correct 

category from the drop down box? 

 

 In case you are unable to select / identify the appropriate category to which the complaint belongs, 

you may update the same in “Others” category. The Compliance Team will review the complaint 

and update the correct category. It is however advisable that you read this Whistle-blower Policy 

to understand the various categories and the type of complaint which fit into it. 

 

********************* 

mailto:orgcompliance@jiostar.com
mailto:ic@jiostar.com

